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Objeto y finalidad

El presente documento incluye, entre los siguientes apartados, la politica sobre la gestion,
funcionamiento y principios del Sistema Interno de Informacién y defensa del informante, y serd
aplicable Unicamente a las entidades de Grupo Signaturit Espafia (en adelante, "Signaturit") que
se detallan a continuacién:

= |vnosys Soluciones, S.L.U.
Calle Acceso Ademuz, 12, 12 — Oficina 1, 46980 Paterna (Valencia)

= Validated ID, S.L.
Calle Avila, 29, 12, 08005 (Barcelona)

En cuanto al marco legal regulatorio, hemos de mencionar la Ley 2/2023, de 20 de febrero,
reguladora de la proteccién de las personas que informen sobre infracciones normativas y de
lucha contra la corrupcion (en adelante, “Ley de proteccion del informante”), por la que se
transpone la Directiva (UE) 2019/1937 del Parlamento Europeo y del Consejo, de 23 de octubre
de 2019 que incorpora un doble objetivo principal: por un lado, proteger a las personas que
informen sobre vulneraciones del ordenamiento juridico y, por otro lado, establecer los aspectos
minimos que han de satisfacer los distintos cauces de informacion.

La Ley de proteccidén al informante es aplicable a empresas del sector privado tales como
Signaturit, y tiene por finalidad otorgar una protecciéon adecuada frente a las posibles represalias
gue puedan sufrir las personas fisicas que informen sobre alguna de las acciones u omisiones
recogidas en su articulo 2 y que se desarrollan a lo largo de apartado 2 de la presente Politica.

Dicha ley exige a las empresas disponer de un Sistema Interno de Informacién (en adelante,

“SII”) en los términos previstos en la misma y que sirva de cauce preferente para informar sobre
las acciones u omisiones previstas en la ley, siempre que se pueda tratar de manera efectiva la
infraccion, ya que es preferible que la informacidn sobre practicas irregulares se conozca por la
propia organizacion para corregirlas o reparar los dafios lo antes posible.

Asi, el objeto de la presente Politica responde a la obligacion que establece el articulo 5.2. h) de
la Ley de proteccion al informante, de contar con una estrategia o politica que enuncie los
principios generales en materia de sistemas internos de informacidn y defensa del informante.

En base a lo expuesto, podemos decir que el Sl de Signaturit presenta una doble finalidad:

=  Proteger a las personas que en un contexto laboral o profesional detecten e informen
sobre infracciones normativas y de lucha contra la corrupcion (los Ilamados
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“informantes”), pero también a las personas a las que se refieran los hechos de la

comunicacion.

= Fortalecer la cultura de la informaciéon o comunicacién dentro de la organizacién, como

mecanismo principal para prevenir y detectar la comision de posibles delitos.

Ambito de aplicacién

Ambito subjetivo

La presente Politica resulta de aplicacion a:

Todos los miembros de Signaturit que tengan la condicidon de empleados.

Los auténomos que mantengan o hayan mantenido una actividad profesional

con Signaturit.

Los accionistas, participes y personas que pertenezcan al drgano de

administracion, direccién o supervision de Signaturit o de una empresa

vinculada profesionalmente con Signaturit, incluidos los miembros no

ejecutivos.

Los informantes que, no siendo miembros de Signaturit, hayan obtenido

informacién sobre alguna de las acciones u omisiones referidas en el apartado

02.2. de la presente politica en un contexto laboral o profesional,

comprendiendo en todo caso a:

Signaturit
Group

cualquier persona que trabaje para o bajo la supervisidon de Signaturit,
sus contratistas, subcontratistas y proveedores.

personas que hayan sido en el pasado miembros de Signaturit,
habiendo ya finalizado su relacién laboral con la empresa.

voluntarios y becarios, con independencia de que reciban o no una
remuneracion.

aquellos que comuniquen o revelen publicamente informacién sobre
infracciones obtenidas en el marco de una relacién laboral ya
finalizada con Signaturit, trabajadores en periodos de formacién con
independencia de que perciban o no una remuneraciéon, asi como
aquellos cuya relacién laboral todavia no haya comenzado por
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encontrarse, por ejemplo, en un proceso de seleccidn, en los casos en
que la informacién sobre infracciones haya sido obtenida durante
dicho proceso o en la fase de negociacidn precontractual.

Ambito objetivo

Las personas descritas anteriormente tendran la condicidon de "informante" a efectos de la
Ley 2/2023 y podrdn comunicar a través del procedimiento aqui previsto, de:

= Acciones u omisiones que puedan ser constitutivas de infraccion penal o
administrativa grave o muy grave. En todo caso, se entenderan comprendidas todas
aquellas infracciones penales o administrativas graves o muy graves que impliquen
guebranto econdmico para la Hacienda Publica y para la Seguridad Social.

= Conductas que puedan implicar, por accidon u omisién y por parte de un miembro de
Signaturit, hechos cometidos dentro de un contexto laboral o profesional y que sean
contrarios a las normas de actuacién del Cédigo Etico de Signaturit o a las demas
disposiciones y politicas aplicables de la empresa.

= Cualesquiera acciones u omisiones que puedan constituir infracciones del Derecho
de la Unién Europea.

Entre las mencionadas acciones u omisiones que pueden ser comunicadas al amparo de lo
previsto en la presente Politica, se incluyen aquellas que puedan ser constitutivas de un
incumplimiento de la Ley 10/2010, de 28 abril, de prevencion de blanqueo de capitales y
financiacion del terrorismo y su normativa de desarrollo.

Asimismo, las medidas de proteccion al informante previstas en la ley también se aplicaran,
en su caso, a los representantes legales de los trabajadores en el ejercicio de sus funciones
de asesoramiento y apoyo al informante.

Principios

En la implantaciéon del Sl y proteccidn al informante, Signaturit actuara conforme al principio de
eficacia administrativa. A tal efecto, se designa un Responsable del Sistema que permite la
resolucion de expedientes de forma rapida con garantias de funcionamiento continuado, del
examen objetivo y multidisciplinar de la informacién y con respeto de los plazos legalmente
establecidos.
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Asimismo, Signaturit garantizara mediante la actuacion independiente del Responsable del
Sistema, la exhaustividad, integridad y confidencialidad de la informacion, la prohibicion del
acceso no autorizado, el almacenamiento duradero de la informacidn, la proteccién integral del
informante y el respeto a la buena fe. Ademas de lo dispuesto en la presente Politica, los citados
principios se veran plasmados en el procedimiento de gestion de la informacién que existe en la
Ley de Proteccion al Informante y que deberd seguir el Responsable del Sistema al examinar las
informaciones recibidas. Este procedimiento es publico y accesible en la pagina web de Grupo
Signaturit.

Se garantizard igualmente, mediante el respeto a la actuacién independiente del Responsable
del Sistema, la objetividad e imparcialidad en el examen de las informaciones recibidas; se
evitaran los conflictos de intereses, se respetara la presuncion de inocencia y se garantizard en
todo momento el derecho de defensa.

Signaturit garantiza también la accesibilidad al Sll y proteccién del informante a través de la
plataforma tecnolégica integrada en el propio Sll, cuya finalidad es la llevanza, registro y
conservaciéon de las actuaciones que tengan lugar como consecuencia de la presentacion de
informacién a la que sea aplicable la Ley del Proteccién al Informante. Dicha plataforma se
encuentra disponible en la pagina web de Grupo Signaturit.

Con el objetivo de que el sistema sea efectivo, Signaturit velara por que cumpla todos los
requisitos establecidos en la Ley de Proteccién al Informante y, en particular, los principios de:

Accesibilidad: El SIl permite comunicar, ya sea por escrito, verbalmente o de ambos modos,
la informacién sobre infracciones normativas y de lucha contra la corrupcién a todas las
personas incluidas en su ambito de aplicacién (punto 02.1).

Independencia: El SIl de Signaturit estda gestionado por el responsable con total
independencia y autonomia respecto del resto de miembros y drganos de la entidad. Asi,
mediante el respeto a la actuacion independiente del responsable del sistema, se garantiza
la objetividad e imparcialidad en el examen de las informaciones recibidas; se evitaran los
conflictos de intereses, se respetara la presuncién de inocencia y el derecho de defensa.

Exhaustividad, integridad y confidencialidad: se garantiza, mediante la actuacién
independiente del Responsable del Sistema, la exhaustividad, integridad y Ia
confidencialidad de la informacidn, de la identidad del informante y de cualquier persona
mencionada en la comunicacidn, asi como de las actuaciones que se desarrollen en la
gestidn y tramitacién de la misma. Nuestro canal interno de informacién permite incluso la
presentacion y posterior tramitacion de comunicaciones andnimas.
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Seguridad y respeto a la normativa de proteccion de datos: Asimismo, se garantiza la
prohibicion del acceso no autorizado, el almacenamiento duradero de la informacion, la
proteccién integral del informante y el respeto a la buena fe.

Diligencia, agilidad y efectividad: las actuaciones dirigidas a la comprobacién y
esclarecimiento de los hechos recogidos en las comunicaciones recibidas deberan llevarse
a cabo con la mayor diligencia, agilidad y efectividad posibles, en atencién a la complejidad
de los hechos.

Canal Interno de Informacion

Creacion de un canal de denuncias

En el Sll de Signaturit se integra el Canal Interno de Informacién o "canal de denuncias" como
cauce preferente para la comunicacion de las conductas previstas en el apartado 2 de la
presente Politica. Este canal ha sido creado con la finalidad de recibir informacion sobre
acciones u omisiones que puedan ser constitutivas de infraccion penal o administrativa grave
o0 muy grave, y demas actuaciones previstas en el articulo 2 de la Ley de Proteccién al
Informante.

En todo caso, se entenderan comprendidas todas aquellas infracciones penales o
administrativas graves o muy graves que impliquen quebranto econémico para la Hacienda
Publica y para la Seguridad Social, asi como aquellas que afecten a los intereses financieros
y a las normas en materia de competencia de la Unién Europea.

El mencionado Canal Interno de Informacién permite:

= Realizar comunicaciones por escrito o verbalmente, o de ambas formas, en las
condiciones previstas en la Ley de Proteccién al Informante.

= Que, al hacer la comunicacién, el informante indique un domicilio, correo electrénico
o lugar seguro a efectos de recibir las notificaciones.

= La presentacion y posterior tramitacién de comunicaciones anénimas.

= la recepcion de cualesquiera otras comunicaciones o informaciones no
comprendidas en el &mbito establecido en el apartado 2 de la presente Politica, si
bien dichas comunicaciones y sus remitentes quedaran fuera del ambito de
aplicacion y proteccién dispensado por la misma.
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Tanto el SlI de Signaturit como el Canal de Denuncias no estan pensados para:

= La comunicacion de hechos falsos.

= Situaciones de emergencia relacionadas con la seguridad fisica de las personas o
cosas.

= Quejas y reclamaciones por parte de clientes, salvo que aceptemos admitirlas para
obtener informacion relevante para un caso concreto que esté siendo objeto de
investigacion.

= Cuestiones interpersonales.

= |nformaciones que ya estén completamente disponibles para el publico o meros
rumores.

La gestion y tramitacidn de las comunicaciones recibidas a través de este Canal se llevaran a
cabo bajo el procedimiento del Sll. En caso de que los hechos objeto de la informacién
pudieran ser indiciariamente constitutivos de delito, debera ponerse en conocimiento del
Ministerio Fiscal aplicando lo dispuesto en la legislacién vigente.

El canal se encuentra bajo la administracidon del Responsable del Sll y el acceso al mismo
guedara limitado, dentro del ambito de sus funciones a:

El Responsable del Sistema y al gestor delegado.

La Responsable de Recursos Humanos o la persona competente debidamente
designada.

La persona designada dentro del Departamento Legal y de Cumplimiento.

Pueden hacer uso del Canal Interno de Informacion y beneficiarse de la proteccién que
otorga la Ley 2/2023 como informante, aquellas personas que tienen una relacion laboral o
profesional con Signaturit para comunicar informacidon sobre las acciones u omisiones
descritos en el articulo 2 de dicha ley y en el punto 02.1. de la presente Politica.

Esta relacion laboral o profesional, que conlleva una dependencia frente a Signaturit, es lo
gue hace necesaria y adecuada la proteccién especial frente a posibles represalias.

Principios

El Canal garantiza técnicamente la confidencialidad o, eventualmente, el anonimato del
informante, para protegerle frente a cualquier filtracién y subsecuente represalia de la que
pueda ser objeto, y se rige bajo los siguientes principios:

= Legalidad y ética corporativa: La tramitacidon de las comunicaciones efectuadas a
través del Canal de denuncias se realiza de acuerdo con la legislacién, la presente
Politica y el resto de normativa interna del Grupo.
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= Independencia e imparcialidad: En relacidon con los principios por los que se rige el
Sl plasmados en el apartado 3 de la presente Politica, los Responsables y gestores
del canal actuaran con independencia, imparcialidad y con el maximo respeto a la
legislacién y normativa interna a la hora de tramitar las denuncias.

= No represalias: Signaturit garantizard que no se adoptaran represalias contra el
informante y se realizard un seguimiento de ello durante dos (2) afios.

= Derechos de las partes: Se garantizard el respeto a los derechos de las partes tales
como el derecho de informacidn, derecho de defensa, derecho a la presuncién de
inocencia y derecho al honor.

= Proteccidon de datos personales: el tratamiento de la informacién comunicada se
realiza conforme a la legislacion vigente y normativa interna en materia de proteccion
de datos.

= Transparencia y seguridad: El canal y normativa interna estan publicados en la web
corporativa y se tomaran las medidas necesarias para preservar la seguridad e
integridad de la informacidn; la encriptacidn de los datos y su trazabilidad.

De conformidad con la Ley de Proteccidn al Informante, el Canal de Denuncias de Signaturit
es independiente y autdonomo, y estd disenado, establecido y gestionado de forma que se
garantice la exhaustividad, integridad y confidencialidad de la informacidn, impidiendo el
acceso al mismo de personal no autorizado y permitiendo el almacenamiento duradero de
la informacién recabada para que puedan realizarse nuevas investigaciones.

Medidas de proteccion al informante

Ambito de aplicacion

Las medidas de proteccidn y garantias referidas en este apartado seran obligatorias en el
supuesto de que se aplicable la Ley de Proteccién al Informante.

Los informantes deberan actuar de buena fe, observar en sus comunicaciones los criterios
de veracidad y proporcionalidad y referirse en las mismas Unicamente a hechos que tengan
alguna relacién con Signaturit. Las comunicaciones falsas o efectuadas de mala fe podran dar
lugar a la imposicién de sanciones.

Signaturit Politica Sistema Interno de Informacion 9
Group V.2.0. Enero 2026



Las personas que comuniquen infracciones previstas en el ambito material de aplicacion de
la presente Politica tendrdn derecho a las medidas de proteccidon que se establecen en la
misma siempre que concurran las siguientes circunstancias:

Tengan motivos razonables para pensar que la informacién referida es veraz en el
momento de la comunicacién, aun cuando no aporten pruebas concluyentes, y que
la citada informacidén entra dentro del dmbito de aplicacidn de la presente Politica.

La comunicacién se haya realizado conforme a los requerimientos previstos en la
presente Politica.

Esta proteccion se extiende a cualquier persona fisica que, en el marco de la organizacién en
la que preste servicios el informante, le asista en el proceso de comunicacién o esté
relacionada con él.

Actos constitutivos de represalias

Se prohiben expresamente los actos constitutivos de represalia, incluidas las amenazas y las
tentativas de represalia contra las personas que presenten una comunicaciéon conforme a lo
previsto en la ley.

Se entiende por represalia cualquier acto u omisién que esté prohibido por la ley, o que, de
forma directa o indirecta, suponga un trato desfavorable que sitle a las personas que la
sufren en desventaja particular con respecto a otra en el contexto laboral o profesional, solo
por su condicién de informantes o por haber realizado una revelacién publica.

A efectos de lo previsto en la Ley de Proteccidén al Informante y a titulo enunciativo, se
consideran represalias las que se adopten en forma de:

= Suspensidon del contrato de trabajo, despido o extincion de la relaciéon laboral,
incluyendo la no renovacién o la terminacidn anticipada de un contrato temporal una
vez superado el periodo de prueba; imposicion de cualquier medida disciplinaria,
degradacidn o denegacion de ascensos y cualquier otra modificacion sustancial de las
condiciones de trabajo; la no conversién de un contrato de trabajo temporal en uno
indefinido, en caso de que el trabajador tuviera expectativas legitimas de que se le
ofreceria un trabajo indefinido; salvo que estas medidas se llevaran a cabo dentro del
ejercicio regular del poder de direccién al amparo de la legislacién laboral
correspondiente, por circunstancias, hechos o infracciones acreditadas y ajenas a la
presentacion de la comunicacién.

= |ntimidaciones, acoso u ostracismo.
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= Evaluacion o referencias negativas respecto al desempeiio laboral o profesional.

= Inclusion en listas negras o difusién de informacion en un determinado ambito
sectorial que dificulten o impidan el acceso al empleo.

= Delegacion o anulacién de una licencia o permiso.
= Denegacién de formacion.

= Discriminacién o trato desfavorable o injusto.

La persona que viera lesionados sus derechos por causa de su comunicacién o revelacion,
una vez transcurrido el plazo de dos anos, podra solicitar la protecciéon de la autoridad
competente que, excepcionalmente y de forma justificada, podrd extender el periodo de
proteccion previa audiencia de las personas u érganos que pudieran verse afectados.

Los actos administrativos que tengan por objeto impedir o dificultar la presentacién de
comunicaciones y revelaciones, asi como aquellos que sean constitutivos de represalia o
causen discriminacion al amparo de la Ley de Proteccién al Informante, seran nulos de pleno
derecho y dardn lugar, en su caso, a medidas correctoras disciplinarias o de responsabilidad,
pudiendo incluir la correspondiente indemnizacién de dafios y perjuicios al perjudicado.

Medidas de apoyo y proteccion

De conformidad con lo establecido en la Ley 2/2023, se garantizaran las siguientes medidas
de apoyo a las personas que comuniquen o revelen infracciones previstas en el punto 2 de
la presente politica:

Informacidén y asesoramiento completos e independientes, que sean facilmente
accesibles para el publico y gratuitos, sobre los procedimientos y recursos disponibles,
proteccidn frente a represalias y derechos de la persona afectada.

Asistencia efectiva por parte de las autoridades competentes ante cualquier autoridad
pertinente implicada en su proteccidon frente a represalias, incluida la certificacion de que
pueden acogerse a proteccidn al amparo de la ley.

Asistencia juridica en los procesos penales y en los procesos civiles transfronterizos de
conformidad con la normativa comunitaria.

Apoyo financiero y psicoldgico, de forma excepcional y si asi lo decidiese la Autoridad
Independente de Proteccidn al Informante.
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Todo ello, con independencia de la asistencia que pudiera corresponder al amparo de la Ley
1/1996, de 10 de enero, de asistencia juridica gratuita, para la representacion y defensa en
procedimientos judiciales derivados de la presentacién de la comunicacidon o revelacién
publica.

No se considerara que las personas que comuniquen informaciéon sobre las acciones u
omisiones recogidas en la presente Politica o que hagan una revelaciéon publica de
conformidad con la ley, hayan infringido ninguna restriccién de revelacion de informacion, y
no incurrirdan en responsabilidad de ningln tipo en relacidn con dicha comunicacién o
revelacidon publica, siempre y cuando existan motivos razonables para pensar que dicha
comunicacion o revelacién publica era necesaria para revelar una acciéon u omision en virtud
de lo establecido en la ley. Esta medida no afectara a las responsabilidades de caracter penal.

Los informantes no incurrirdn en responsabilidad respecto de la adquisicion o el acceso a la
informacién comunicada o revelada publicamente, siempre que dicha adquisiciéon o acceso
no sea constitutiva de delito. Cualquier otra posible responsabilidad de los informantes
derivadas de actos u omisiones que no estén relacionados con la comunicacién que no sean
necesarios para revelar una infraccién en virtud de esta Politica, serd exigible conforma a la
normativa aplicable.

Durante la tramitacion del expediente, las personas afectadas por la comunicacién tendran
derecho a la presuncion de inocencia y al derecho de defensa. Asimismo, se permitira el
acceso restringido al expediente, se preservard su identidad y se garantizard la
confidencialidad de los hechos y datos del procedimiento.

La Autoridad Independiente de Proteccion
al Informante (AIPI)

Canal externo de la AlPI

A los efectos de la Ley 2/2023, la AIPI ha creado un canal de denuncias externo que constituye
una via alternativa a los canales internos de los organismos o entidades, a la que también puede
acudir las personas que tengan conocimiento de las irregularidades previstas en el articulo 2 de
la Ley 2/2023 en el contexto de su relacién laboral, para informar de las mismas.

Quiénes pueden acudir al canal externo de la AlPI

Todas las personas incluidas en el punto 2.1. de la presente politica.
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Qué infracciones pueden ser comunicadas

Con caracter general, pueden comunicarse a través de los canales externos previstos en la ley,
cualesquiera acciones y omisiones que puedan constituir:

- Infracciones del Derecho de la Unidn Europea.
- Infracciones administrativas graves o muy graves.
- Delitos.

Derechos y garantias del informante ante la
Autoridad Independiente de Proteccion del
Informante

El informante tendrd gozara de las siguientes garantias en sus actuaciones ante la AIPI:

Decidir si desea formular la comunicacion de forma andénima o no anénima; en este
segundo caso se garantizara la reserva de identidad del informante, de modo que esta
no sea revelada a terceras personas.

Formular la comunicacion verbalmente o por escrito.

Indicar un domicilio, correo electrénico o lugar seguro donde recibir las comunicaciones
que realice la AIPI a propésito de la investigacion.

Renunciar, en su caso, a recibir comunicaciones de la AlPI.

Comparecer ante la AIPI por propia iniciativa o cuando sea requerido por esta, siendo
asistido, en su caso y si lo considera oportuno, por abogado.

Solicitar a la AIPI que la comparecencia ante la misma sea realizada por videoconferencia
u otros medios telematicos seguros que garanticen la identidad del informante, y la
seguridad y fidelidad de la comunicacién.

Ejercer los derechos que le confiere la legislacidon de proteccidén de datos de caracter
personal.

Conocer el estado de la tramitacidn de su denuncia y los resultados de la investigacion.
La presentacidon de una comunicacidn por el informante no le confiere, por si sola, la

condicion de interesado.

Toda la informacidn relativa al procedimiento de gestion de denuncias a través del canal externo
de la AIP| se encuentra en https://www.proteccioninformante.gob.es/sistema-de-informacion-
canal-externo.
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Presentacion de informaciones

El cauce preferente para presentar una denuncia o irregularidad ante una empresa del sector
privado sigue siendo el canal interno de denuncias regulado en el punto 4 de la presente politica.

Si alguno de los sujetos contemplados en el punto 2.1. de la presente politica considera que
puede tener represalias o que su informaciéon no va a ser atendida adecuadamente, puede
presentar la informacidon ante los canales externos de las entidades publicas competentes
accesibles en  https://www.proteccioninformante.gob.es/informacion-sobre-otros-canales-
externos-de-informacion.

En Jdltima instancia, también podran acudir ante el canal externo de la AIPI en
https://www.proteccioninformante.gob.es/canales-de-presentacion-de-informaciones.

Proteccion de datos de caracter personal

Los tratamientos de datos personales que deriven de la aplicacién de la Ley de Proteccidon al
Informante se regiran por lo dispuesto en el Reglamento General de Proteccién de Datos y en la
Ley Organica de Proteccidn de Datos y garantia de los derechos digitales.

El SIl vela por impedir el acceso no autorizado, preservar la identidad y garantizar la
confidencialidad de los datos correspondientes a las personas afectadas y a cualquier tercero que
se mencione en la informacién suministrada, especialmente la identidad del informante en caso
de que se hubiera identificado.

La identidad del informante solo podra ser comunicada a la Autoridad judicial, al Ministerio Fiscal
o a la autoridad administrativa competente en el marco de una investigacién penal, disciplinaria
o sancionadora, y estos casos estardn sujetos a las salvaguardas establecidas en la normativa
aplicable.

Si la informacidn recibida contuviera categorias especiales de datos personales sujetos a
proteccion especial, se procederd a su inmediata supresién, salvo que el tratamiento sea
necesario por razones de interés publico esencial conforme a lo previsto en el articulo 9.2.g) del
del Reglamento (UE) 2016/679 (Reglamento General de Proteccién de Datos), segln dispone el
articulo 30.5 de la Ley de Proteccién al Informante.

En todo caso, no se recopilaran datos personales cuya pertenencia no resulta manifiesta para
tratar una informacién especifica o, si se recopilan por accidente, se eliminaran sin dilacion
indebida.
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Las comunicaciones a las que no se haya dado curso solamente podran constar de forma
anonimizada, sin que sea de aplicacion la obligacion de bloqueo prevista en el articulo 32 de la
Ley Orgénica 3/2018 de Proteccién de Datos y Garantia de los Derechos Digitales.

Los datos que se recaben en el Sll serdn tratados por Signaturit actuando como responsable del

tratamiento.
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